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BYOD Student Agreement   

The use of technology to provide educational material is not an entitlement but a privilege. A student does not have 

the right to use his or her laptop, cell phone or other electronic devices while at school. Students are given the 

opportunity to do so on a room-by-room and day-by-day basis. When abused, privileges will be taken away. When 

respected, they will benefit the learning environment as a whole.  

  

Students and parents/guardians participating in BYOD must adhere to the Student Code of Conduct, as well as the 

Computer Systems Acceptable Use Agreement (AUP) as stated in the Student Handbook. Furthermore, the student 

must agree to the following conditions:  

  

• The student takes full responsibility for his or her technology device. The school is not responsible for the 

security of student-owned technology.  

• The technology must be in silent mode while on school campuses and while riding school buses. 

• Any device the student is not using for school instruction will have WiFi turned off while on a BUSD 

campus.   

• The student will maintain confidentiality of usernames and passwords and protect the confidentiality and 

safety of others when sharing work or images.  

• The student will refrain from sending any form of communication that harasses, threatens or is 

discriminatory.  

• The student will refrain from using social network tools for personal use.  

• The student complies with each teacher’s Green-Yellow-Red distinction or any request to shut down the 

device during class time.    

• The student realizes that printing from personal technology devices will not be possible at school.  

• The student realizes that computer bags must not be used as book bags.  

• The student accesses only files on the device or Internet sites which are relevant to the classroom 

curriculum.   

• The student will only access the internet using the BUSD wireless connection.  

• The student acknowledges that the BUSD network filters will be applied to one's connection to the internet 

and will not attempt to bypass them.  

• The student understands that bringing on premises or infecting the network with a Virus, Trojan, or program 

designed to damage, alter, destroy, or provide access to unauthorized data or information is in violation of the 

AUP policy and will result in disciplinary actions.  

• The student realizes that processing or accessing information on school property related to “hacking”, 

altering, or bypassing network security policies is in violation of the AUP policy and will result in 

disciplinary actions.  

• The school has the right to collect and examine any device that is suspected of causing problems or being the 

source of an attack or virus infection.  

  

I understand and will abide by the above policy and guidelines. I further understand that any violation may result in 

the loss of my network and/or laptop privileges as well as other disciplinary or legal action.   

  

Student Signature: _____________________________________  Date: ___________  

  

Print Student Name: ____________________________________  Grade: _________  

  

Parent Signature: ______________________________________  Date:  ___________  


